|  |  |
| --- | --- |
| Project chapter and number (5 pts) | Ch 4  Project 2 |
| Three keywords and their definitions (10 pts) | 1. Website security certificate - SSL Certificates are small data files that digitally bind a cryptographic key to an organization's details. When installed on a web server, it activates the padlock and the https protocol and allows secure connections from a web server to a browser... A domain name, server name or hostname 2. Certification path - validation algorithm is the algorithm which verifies that a given certificate path is valid under a given public key infrastructure 3. HTTPS - Hypertext Transfer Protocol Secure is an extension of the Hypertext Transfer Protocol, it is used for secure communication over a computer network, and is widely used on the Internet |
| Key takeaways or “what you learned” (10 pts) | I was able to learn the different types of certificates. I also learned how long certificates last. It’s cool to see that they are built into chrome. |
| Evidence of completion (probably a screen capture) (5 pts) |  |